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• US Justice Department filed a 
federal lawsuit against Google 
for abusing its position in the 
online advertising market.

• T-Mobile notified customers 
after API disclosed limited 
account information.

• Skylink TV and internet 
services disrupted by claimed 
Russian cyberattack.

• NortonLifeLock attack 
leaked nearly 1 million 
customer records.

• AI chatbot ChatGPT suffered 
a data breach in late March.

North Korean threat group 
UNC4736 made the news in Q1 
as a result of the 3CX software 
supply chain attack. The attack 
turned out to be a double 
supply chain attack, resulting 
from an earlier Trading 
Technologies compromise.

UNC4736 Severity Jan. Feb. Mar.

Critical 3.70% 10.71% 22.41%

Serious 22.22% 14.29% 5.17%

Medium 51.85% 53.57% 63.79%

Low 22.22% 21.43% 8.62%

Ransomware Jan. Feb. Mar.

Lockbit 3.0 6 8 7

Cl0p 0 0 19

Play 0 1 3

Ransomhouse 1 0 2

Bianlian 0 2 1
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